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Research objectives: --(max 10 rows)

The digital future opens several novel issues to the organizations and society. The exponential growth in data volume from multiple sources, the advent of cloud and IoT requires new models, methodologies and architectural solutions to handle protection and valorization of continuously generated data that will become a critical asset for any modern organization. The research has to investigate whether big data, machine and deep learning approaches are suitable and to which level are robust enough to support semi-autonomous cyber defenses. 
Proposed research activity -- (max 10 rows)

It is expected that the candidate knows the fundamental concepts and methodologies related to cyber security. In the initial phase of the research, the PhD student has to become familiar with operations of modern enterprises that are supported by edge and cloud infrastructures, mobile devices and IoT. Then, he/she has to investigate all the modern approaches to cybersecurity and explore novel methodologies including those based on big data, artificial intelligence and no perimeters. The research combines theoretical approaches with experimental activities in real scenarios.
Supporting research projects (and Department)

· POR-FESR project I4S (“Industria 4.0 Sicura”)

· Unavox project
Possible connections with research groups, companies, universities.

· Academic and industrial partners of the projects I4S and Unavox
· Università di Milano

· Università di Bologna
